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INTRODUCTION

Since this Guide’s initial release two years ago, cybersecurity has continued to dominate the headlines as a key concern for individuals, businesses, and the government. By some counts, nearly a billion individuals were affected by cybercrime in 2017.¹ For companies, cybercrime will have a dramatic impact on business moving forward, with some studies suggesting that companies risk losing roughly $5.2 trillion in the next five years due to cybersecurity attacks.² Foreign hacking has also compromised U.S. national security with large-scale attacks on the U.S. energy sector, critical U.S. infrastructure, and our elections.³

In response to this growing problem, governmental regulators have joined law enforcement agencies in addressing the issue. In 2018, the U.S. Securities and Exchange Commission (SEC) reached a $35 million settlement with Altaba, the company formerly known as Yahoo!, for allegedly misleading investors by failing to properly investigate and disclose the breach of approximately 3 billion accounts. Also in 2018, the SEC announced insider trading charges against an Equifax executive who sold his vested Equifax stock options after learning that the company had a breach that compromised the personal information of 143 million Americans and prior to the company disclosing that fact. In 2017 and 2018, the U.S. Federal Trade Commission (FTC) also aggressively pursued companies related to cybersecurity failures, bringing enforcement actions and reaching settlements with companies that failed to adequately secure customer data.

Regardless of how aggressive law enforcement and regulators work to prevent or prosecute cybercrime, they cannot do so alone because of the rapid development and evolving nature of cyber technology, such as mobile devices, cloud computing, and the internet of things. Law enforcement and regulatory agencies have very limited resources to handle this ever-widening problem, requiring them to prioritize the most critical needs, leaving many cybercrimes and cyber vulnerabilities unaddressed. The public, therefore, has little choice but to rely on companies and government agencies that store sensitive information to prevent their websites, applications, or devices from serving as a platform for cybercrime and to protect information in their custody from cyberattacks.

Companies and government agencies can only provide this protection if their employees alert them to lax cybersecurity standards and cyber vulnerabilities. Unfortunately, retaliation against employees who blow the whistle on cybersecurity problems is all too common. Often the outcome for an employee who reports a cybersecurity problem is career stagnation or even termination. Since most Americans cannot afford to risk their jobs, their fear of retaliation deters them from reporting cybersecurity problems. If we hope to change this culture of fear and encourage whistleblowing, employees need to know that they have legal protections for blowing the whistle as well as potential rewards for reporting cybercrime and cybersecurity vulnerabilities to the government. While Congress has not yet explicitly provided cybersecurity whistleblowers with such protections, there is a patchwork of state and federal laws that can be used to provide these protections and incentives for many cybersecurity whistleblowers.

This Guide provides a compilation and discussion of the major legal claims available to cybersecurity whistleblowers. It also provides a description of the federal programs under which cybersecurity whistleblowers’ reports may lead to monetary rewards. Finally, it provides potential cybersecurity whistleblowers with specific suggestions to enhance their legal protections when blowing the whistle.

CURRENT PROTECTIONS FOR CYBERSECURITY WHISTLEBLOWERS

While there is no federal statute that explicitly protects employees who blow the whistle on lax cybersecurity (in contrast, for example, to blowing the whistle about transportation or environmental issues), there are a handful of federal statutes and state laws which can provide cybersecurity whistleblowers with a basis for actionable retaliation claims. The availability of such protections, however, varies depending on the facts and circumstances of each case. To provide a basic understanding of potential claims, this section first discusses the federal statutes that may protect a cybersecurity whistleblower. It then discusses state law claims for wrongful termination in violation of public policy, and provides information about some of the federal and state sources of public policy upon which a cybersecurity whistleblower might base such a claim.

A. Federal Statutes Providing Protections to Cybersecurity Whistleblowers

There are at least seven federal statutes that may provide protections to a cybersecurity whistleblower, depending on the entity for which the whistleblower works and the wrongdoing the whistleblower reports.⁴ Those statutes are:
• The Sarbanes-Oxley Act, which provides protections to employees who report fraud and securities violations at publicly traded companies;
• The Dodd-Frank Act, which provides protections to employees who report securities violations to the SEC;
• The Financial Institutions Reform Recovery and Enforcement Act, which provides protections to employees who report legal violations at banks and other depository institutions;
• The False Claims Act, which provides protections to employees who oppose fraud against the government;
• The Energy Reorganization Act, which provides protections to federal government employees who report nuclear regulatory violations, a substantial and specific danger to public health or safety, or gross mismanagement, waste or abuse;
• The Nuclear Regulatory Commission regulations; and
• The National Defense Authorization Act for Fiscal Year 2013, which provides protections to employees who report gross mismanagement, waste, abuse, or violations of laws or regulations relating to federal contracts.

At least 7 federal statutes may provide protections to cybersecurity whistleblowers.

Understanding what constitutes protected activity and an actionable adverse action under each of these statutes is essential to the effective assertion of a claim, particularly since cybersecurity whistleblowing is not the explicit focus of any of these laws. Additionally, each statute has procedural requirements for asserting a claim, which must be followed or a whistleblower will lose those protections. Below is a detailed discussion of each statute, detailing the circumstances in which cybersecurity whistleblowing could constitute protected activity, the actions taken against an employee that constitute an adverse action, and the procedural requirements of the statute.

1. Sarbanes-Oxley and Dodd-Frank Protections
   In 2002, in the wake of the infamous accounting fraud scandals of Enron and WorldCom, Congress passed the Sarbanes-Oxley Act of 2002 (SOX), a law designed to curb corporate and accounting misconduct by publicly traded companies. In recognition of the vital and high-profile role of the whistleblowers in those cases, Congress included retaliation protections for employees of publicly traded companies. Eight years later, in the wake of the financial crisis that led to the Great Recession, Congress passed the Dodd-Frank Act of 2010 (Dodd-Frank) to address deficiencies in existing financial regulations. In Dodd-Frank, lawmakers included enhanced protections for whistleblowers working for publicly traded companies and new protections for those working in the financial industry, for wholly owned subsidiaries and affiliates of publicly traded companies, and for nationally recognized statistical organizations. In the years since the passage of these two laws, cybersecurity has become a critical issue for publicly traded companies and their primary regulator, the SEC, making cybersecurity disclosures well within the reasonable boundaries of the whistleblower protections provided by these two statutes.

   a) Protected activity
      SOX and Dodd-Frank only protect employees when a whistleblower discloses information about specific types of wrongdoing to specific recipients. SOX provides that no publicly traded company, including its wholly owned subsidiaries or affiliates, may take an adverse action against an employee because the employee provided information regarding mail fraud, wire fraud, bank fraud, securities fraud, shareholder fraud, or any violation of an SEC rule or regulation. SOX protections also extend to employees of private contractors and subcontractors serving public companies, although the wrongdoing identified by the employee generally must either relate to or have been engaged in by the public company. A whistleblower is entitled to SOX protections provided she makes such a report to a federal agency, a member of Congress, a supervisor, or a person working for the employer who has the authority to investigate, discover, or terminate misconduct. When a whistleblower has met both these requirements, she has engaged in “protected activity” under SOX. According to the Administrative Review Board of the Department of Labor (ARB), the body responsible for adjudicating the SOX anti-retaliation provisions, these protections can extend in some cases to protected actions that occur outside of the United States.

      Dodd-Frank, on the other hand, prohibits any employer from taking an adverse action against a whistleblower because she provided information about securities violations to the SEC, assisted the SEC in an investigation of securities violations, or made disclosures protected under SOX, the Securities Exchange Act of 1934, and any other law, rule, or regulation subject to the jurisdiction of the SEC. Dodd-Frank does not contain the restrictive definition of “employer” used by SOX; thus, if an employee of a non-public company, such as an investment
management firm, reports securities violations to the SEC, she may be entitled to Dodd-Frank protections. In 2018, the Supreme Court held in Digital Realty Tr., Inc. v. Somers that the Dodd-Frank’s anti-retaliation provision protects whistleblowers who report to the SEC. In other words, whistleblowers who only report their concerns internally cannot pursue a retaliation claim under Dodd-Frank. Because internal whistleblowers are protected under SOX, for most whistleblowers, the inability to assert a Dodd-Frank claim only affects potential remedies and procedural safeguards, in that Dodd-Frank provides more generous monetary remedies, a longer statute of limitations, and the ability to file directly in federal court.

The most significant hurdle for a cybersecurity whistleblower who wishes to claim the protections of SOX and Dodd-Frank is establishing that her disclosure falls into one of the statutorily enumerated categories. At first blush, a cybersecurity disclosure may not appear to relate to one of the protected disclosure categories; however, there are at least four potential grounds for asserting that a cybersecurity disclosure qualifies as protected activity.

i) Fraud
To the extent a cybersecurity whistleblower at a publicly traded company reports activity that can be characterized as fraudulent, this disclosure should qualify as protected activity under SOX. Four of the statutory categories of protected SOX disclosures are violations of federal fraud statutes, specifically mail, wire, bank, and securities fraud. The ARB and the majority of federal courts have held that reports of violations of these federal fraud statutes constitutes protected activity. All disclosures protected by SOX are also protected by Dodd-Frank, provided that the whistleblower has made a report to the SEC.

An employee need only “reasonably believe” that the information she provides is a violation of one of the enumerated categories. This requires an employee to believe that “(1) she had a reasonable, subjective belief that the conduct she complained of constituted a violation of the laws listed at section 1514, and (2) a reasonable person of similar experience, training, and factual knowledge would objectively believe that a violation had occurred or was occurring.” Moreover, an employee need not use the word “fraud” to identify fraudulent activity for the purposes of garnering SOX protections.

The following hypothetical example of cybersecurity disclosures meets this standard. An employee working for a publicly traded company learns information indicating that its employer is non-compliant with ISO/IEC 27001, an industry standard for information security management. The employee also discovers that the company has known it was non-compliant for years, yet to secure a major deal, represented to a client that it was ISO/IEC 27001 compliant. The employee reports this information to her supervisor. In this situation, the company’s knowing misrepresentation to the client of its cybersecurity posture could constitute fraud. If, in her report to her supervisor, the whistleblower states that she believes that the company’s conduct may be fraudulent, she likely has a strong argument that her report is protected.

ii) Securities Fraud and Violations of SEC Disclosure Requirements
Publicly traded companies are prohibited from making false or misleading public statements about material facts. Specifically, Section 10(b) of the Securities Exchange Act of 1934, SEC Rule 10b-5, and Section 17(a) of the Securities Act of 1933 prohibit fraudulent practices in connection with the purchase or sale of a security, including the knowing misrepresentation or omission of material facts. In the securities context, a “material fact” is a term of art that means a fact that a reasonable investor would have viewed as significantly altering the “total mix” of information available to the investor. A false or misleading public statement about a company’s cybersecurity posture could constitute securities fraud given the potentially catastrophic financial impact of cyberattacks.

In 2018, the SEC took its first enforcement action against a company for misleading investors related to cybersecurity. Altaba – the company formerly known as Yahoo! Inc. – agreed to pay the SEC $35 million to resolve claims that it misled investors by failing to disclose the cybersecurity breach that enabled hackers to steal the personal data of hundreds of millions of Yahoo users. According to the SEC, for more than two years after members of Yahoo’s senior management and legal department learned of the breach, the company failed to properly investigate and disclose the breach to investors. During that time, the company filed several quarterly and annual reports that made no mention of the breach, instead making only vague references to the risk of data breaches in general.

The SEC has long warned companies that they had obligations to make necessary disclosures of material information about cybersecurity risks and breaches. In 2011,
The SEC’s Office of Corporation Finance issued guidance that emphasized the importance of cybersecurity disclosures in SEC filings. The guidance acknowledged that there is no specific disclosure requirement for cybersecurity risks and breaches, but emphasized that registrants are required to disclose material information about cybersecurity risks and cyber incidents so that investors have information they would consider important to an investment decision. Registrants are also required to disclose any information about cybersecurity necessary to prevent other disclosures from misleading potential investors. The SEC provided several examples of appropriate cybersecurity disclosures depending on the specific circumstances.

In 2018, the SEC issued a second cybersecurity guidance, entitled “Commission Statement and Guidance on Public Company Cybersecurity Disclosures,” that supplements the 2011 guidance and became effective on February 26, 2018. The SEC explained that the additional guidance was necessary in light of the increasing significance of cybersecurity incidents. In its 2018 Cybersecurity Guidance, the Commission stated that it is “critical that public companies take all required actions to inform investors about material cybersecurity risks and incidents in a timely fashion, including those companies that are subject to material cybersecurity risks but may not yet have been the target of a cyber-attack.”

In the 2018 Cybersecurity Guidance, the SEC reiterated much of what it explained in the initial 2011 Cybersecurity Guidance. The Commission, however, added detail on how companies might determine whether a cybersecurity risk or incident was material and provided a list of considerations to assist companies in evaluating their cybersecurity risk. Whistleblowers and their attorneys who are evaluating whether a disclosure would qualify as protected activity should review both the 2011 and 2018 guidance carefully.

The following hypothetical demonstrates a report that would be protected because it relates to potential securities fraud and violations of SEC disclosure requirements. An employee of a publicly traded company reports to the company compliance hotline that the company has known for years about a serious cyber vulnerability. The employee reports that the vulnerability has already resulted in the theft of critical intellectual property, yet the Company refused to correct the problem and has not disclosed either its vulnerability or the breach to the public. Since the whistleblower’s report directly references material public misrepresentations, even though she did not reference securities fraud or violations of SEC rules and regulations, it would constitute protected activity under the liberal ARB standard that requires a reasonable belief the company has violated one or more of the enumerated SOX categories. The employee need only show that her belief was objectively and subjectively reasonable – i.e., that she actually believed fraud had occurred, and that a reasonable person of similar experience, training, and factual knowledge would reach the same conclusion.

That being said, the whistleblower would bolster her claim if she directly stated that she believed the company’s failure to publicly report the cyber vulnerability and the breach could constitute securities fraud and could result in the company’s failure to meet the SEC’s disclosure requirements related to cybersecurity. This more explicit report would preclude an employer’s argument that the whistleblower’s report was not about one of SOX’s enumerated categories. Additionally, the more explicit report would ensure that the whistleblower met the standard applied by the minority of federal courts that require a complaint to relate to fraud against shareholders. Finally, by citing violations of SEC disclosure requirements, this more specific report provides a basis for protection that does not implicate the specialized materiality requirement for securities fraud, which can make it more challenging to assert a reasonable belief of fraud under that statute.

Whistleblowers engaging in this form of protected activity, however, should pay close attention to their company’s disclosures. In a recent case brought by investors of LifeLock, Inc., against the company, the Ninth Circuit affirmed a district court dismissal of the investors’ class action suit alleging securities fraud. The investors had alleged, in part, that LifeLock made false statements regarding its compliance with applicable payment card industry data security standards (PCI DSS). The Ninth Circuit, however, found that the company had never affirmatively represented in its statements to shareholders that the application that was the subject of the plaintiffs’ allegations was compliant with PCI DSS standards. The Ninth Circuit added that even if the company’s statements had been misleading, the plaintiffs had failed to adequately plead that the statements were made with scienter, a necessary element of a securities fraud claim. Accordingly, the Ninth Circuit upheld the district court’s determination that the company’s failure to notify shareholders that its application was not PCI DSS compliant did not constitute securities fraud.

**iii) Failure to Maintain Disclosure Controls and Procedures**

Publicly traded companies are required to maintain disclosure controls and procedures, and management must evaluate the effectiveness of those controls and procedures. The 2018 Cybersecurity Guidance states that cybersecurity risk management policies and procedures are “key elements of enterprise wide risk management.” The Commission encouraged companies to “adopt comprehensive policies and procedures related to cybersecurity and to assess their compliance regularly,” and to ensure that they “have sufficient disclosure controls and procedures in place to ensure that
relevant information about cybersecurity risks and incidents” is escalated to senior management in a way that permits them to make informed disclosure decisions and certifications.\(^48\)

The SEC noted that companies are required under Item 407(h) of Regulation S-K and Item 7 of Schedule 14A to provide shareholders with “a description of how the board administers its risk oversight function,” adding that if material cybersecurity risks existed, the description “should include the nature of the board’s role in overseeing the management of that risk.”\(^59\)

With this guidance from the SEC, there is a strong argument that an employee has made a protected disclosure under SOX (and under Dodd-Frank, if they also report the issues to the SEC) by reporting that relevant information about a cybersecurity risk or incident is not getting to the appropriate personnel to allow the necessary disclosure decisions and certification.\(^50\)

Even prior to the 2018 Cybersecurity Guidance, a federal court in Florida held that complaints of deficient disclosure controls related to information security could serve as a basis for protected activity. In Thomas v. Tyco Int’l Mgmt. Co., LLC,\(^51\) the plaintiff notified Tyco of her concerns about, among other things, the lack of involvement of IT and compliance personnel in the disclosure process and Tyco’s inability to detect manual manipulations to its financial data.\(^52\) The court held that “[d]ata security, approvals, and segregation of duties are controls that exist to ensure the accuracy of financial reporting. . . . An employee’s complaint concerning inadequate internal control over financial reporting can constitute protected activity.”\(^53\)

iv) SEC Regulations Protecting Consumer Data

Registered investment companies and registered investment advisers are subject to SEC regulations related to customer data protection, most notably Regulation S-P and Regulation S-ID.\(^54\)

Under Regulation S-P, known as the Safeguards Rule, a covered entity is required to notify clients concerning the collection, use, and sharing of nonpublic personal information (NPI).\(^55\) The regulation also limits the disclosure of client NPI to anyone not affiliated with the entity unless the client specifically notifies the client and the client declines to opt-out of having that information shared.\(^56\) Regulation S-ID, known as the Identity Theft Red Flags Rule, requires covered entities that maintain certain types of accounts for clients to establish and maintain programs that detect, prevent, and mitigate identity theft.\(^57\)

The SEC actively enforces violations of these regulations. For example, in June 2016, the SEC levied a penalty of $1 million against Morgan Stanley Smith Barney LLC for cybersecurity violations that violated the Safeguards Rule.\(^58\) More recently, in September 2018, the SEC reached a settlement with Voya Financial Advisors Inc. to resolve allegations that the company had violated the Safeguards Rule and the Identity Theft Red Flags Rule.\(^59\)

The charge represented the SEC’s first enforcement action alleging violations of the Identity Theft Red Flags Rule.

To be eligible for SOX protection, an employee who reports an employer’s failure to have an adequate identity theft program, the employer needs to be a publicly traded company or a wholly owned subsidiary or affiliate of one. Unlike the other categories of protected activity, however, Dodd-Frank may protect employees of non-public companies for raising these concerns, provided they are subject to Regulations S-P and S-ID, such as registered investment companies or registered investment advisors.\(^60\)

b) Adverse Action

Section 806 of SOX states that no company “may discharge, demote, threaten, harass, or in any other manner discriminate against an employee in the terms and conditions of employment” because the employee engaged in protected activity under SOX.\(^61\) Dodd-Frank has similar language, providing that an employer may not “discharge, demote, suspend, threaten, harass, directly or indirectly, or in any other manner discriminate against, a whistleblower in the terms and conditions of employment.”\(^62\)

Under both Dodd-Frank & SOX, no company may discharge, demote, threaten, harass, or in any other manner discriminate against an employee for engaging in protected activity.

The ARB has interpreted SOX’s statutory language to evince a “clear congressional intent to prohibit a very broad spectrum of adverse action against SOX whistleblowers,”\(^63\) adding that “adverse action under SOX Section 806 must be more expansively construed than [adverse action] under Title VII of the Civil Rights Act of 1964.”\(^64\) In keeping with this position, the Department of Labor has long permitted non-tangible employment actions to form the basis for a SOX retaliation claim, such as outing an employee as a whistleblower or blackballing.\(^65\) Federal courts in recent years have also held that a variety of non-tangible employment actions constitute adverse actions for purposes of a SOX retaliation claim, including outing, blackballing, and poor performance reviews.\(^66\) Although federal courts have recognized that non-tangible employment actions qualify as adverse actions, some have been unwilling to
to adopted ARB’s more liberal standard for adverse action and instead still analyze adverse actions under SOX using the Title VII standard requiring that the action be “harmful enough that it well might have dissuaded a reasonable worker from engaging in statutorily protected whistleblowing.” 67 In practice, however, it is difficult to identify instances where courts have determined that an action qualifies as an adverse actions under the SOX standard but not the Title VII standard.

Under SOX, a whistleblower has 180 days to file a complaint with OSHA.

There is far less guidance about what constitutes an adverse action under Dodd-Frank. Due to the similarities between the adverse action language of SOX and Dodd-Frank, however, there is reason to believe that the same standard would be applied to actions brought under the latter statute. Indeed, at least one federal court has applied SOX’s adverse action analysis in its interpretation of a Dodd-Frank claim. 68 That being said, the ARB has no jurisdiction over Dodd-Frank claims, so its liberal adverse-action standard would not be due any deference.

c) Procedure

In contrast to the overlap between protected activity and adverse actions under SOX and Dodd-Frank, there is virtually no procedural overlap between the two statutes. Under SOX, employees must file claims for retaliation with the Department of Labor’s Occupational Safety and Health Administration (OSHA) within 180 days after the date of the adverse action. 69 OSHA then has 60 days to investigate and issue written findings as to whether there is reasonable cause to believe that the employer has retaliated against the employee. 70 Following OSHA’s written findings, either party has 30 days to request a hearing with an administrative law judge (ALJ), during which time the parties will have the opportunity to conduct limited discovery. 71 Either party may also appeal the ALJ’s ruling to the ARB within 14 days of the ALJ’s ruling. 72 Both parties have 60 days to appeal the ARB’s ruling to the U.S. Court of Appeals for the jurisdiction either in which the violation allegedly occurred or in which the complainant resided on the date of the violation. 73 If the ARB has not issued a final decision within 180 days of the employee’s filing of the complaint, the employee has the right to “kick out” her complaint to an appropriate federal district court. 74 In practice, few cases have final decisions within 180 days.

The procedure for filing complaints under Dodd-Frank is far less complicated. An individual alleging retaliation in violation of Dodd-Frank may file her complaint directly in an appropriate federal district court. 75 The employee’s complaint of retaliation must be filed within three years of the date when facts material to the right of action are known or reasonably should have been known by the employee. 76

2. Protections for Employees of Banks and Other Depository Institutions

In the wake of the 1980s Savings and Loans Crisis, Congress passed the Financial Institutions Reform Recovery and Enforcement Act of 1989 (FIRREA), 77 which provides broad protections against retaliation for employees of both banking institutions and banking agencies. A banking whistleblower who reports insufficient data security could qualify for this protection.

a) Protected activity

FIRREA protects employees of “insured depository institutions”—i.e., depository banks—and employees of federal banking regulators who engage in protected activity. 78 The basis for protected activity under FIRREA is quite liberal. A report of a possible violation of any law or regulation, as well as of any gross mismanagement, waste, abuse, or danger to public health or safety qualifies. In the cybersecurity context, for example, this standard would protect a disclosure of insufficient data security if it constituted a possible violation of the Gramm-Leach-Bliley Act, 79 which requires financial institutions to protect certain consumer data, or of Section 5 of the Federal Trade Commission Act of 1914, 80 which prohibits unfair or deceptive practices in commerce, including insufficient data security. 81

Critically, FIRREA only protects a whistleblower if she reports externally to a federal banking agency or the U.S. Attorney General (i.e., the U.S. Department of Justice). 82 Internal complaints of violations of law by employees at insured depository institutions do not constitute protected activity under FIRREA. 83 In addition, FIRREA explicitly denies protection to an employee who deliberately caused or participated in the misconduct or knowingly or recklessly provided substantially false information to the banking agency or Attorney General. 84

b) Adverse Action

FIRREA prohibits depository banks and federal banking regulators from discharging or otherwise discriminating against any employee with respect to compensation, terms, conditions, or privileges of employment because the employee engaged in protected activity. 85 The causation standard under FIRREA is a liberal one, requiring a plaintiff to prove only that her protected activity was a contributing factor in her employer’s decision to terminate or otherwise discriminate against her. 86
No courts have articulated the standard for what constitutes an adverse action under FIRREA; however, it is likely that a court would apply the Title VII standard given the similarities between the two statutes' language. Under the Title VII standard, an action is adverse if “it well might have dissuaded a reasonable worker from making or supporting a charge of discrimination.”

This standard includes not just tangible personnel actions, such as terminations, demotions, and pay or benefits cuts. It also includes harmful actions such as outing a whistleblower, blackballing, or even a series of smaller actions that, taken together, would dissuade a reasonable worker from participating in the protected activity.

c) Procedure

Under FIRREA, a whistleblower has the right to file a civil action in the appropriate United States district court. The whistleblower must do so within two years of the date of the retaliatory action. The statute requires that a whistleblower simultaneously file a copy of her complaint with the appropriate federal banking agency.

3. False Claims Act Protections

The federal False Claims Act (FCA) was passed in 1863 in the midst of the American Civil War in response to “alarming reports of misappropriation of money supposedly spent to aid the war effort.” The FCA authorizes private citizens who observe fraud against the government to file a “qui tam” claim on behalf of the government and share in any recovery against the wrongdoer. In 1986, the FCA was amended to protect employees who reported such fraud from retaliation, and subsequent amendments made in 2009 and 2010 strengthened the retaliation protection. This protection may be available for an employee who reports her employer’s failure to comply with federal regulations relating to cybersecurity.

a) Protected activity

The FCA protects employees, contractors, agents, or “associated others” who investigate or file a qui tam lawsuit or engage in lawful activities in an attempt to stop government fraud. Originally, whistleblowers were only entitled to protection when they experienced retaliation “because of lawful acts done by the employee on behalf of the employer or others in furtherance of an action under this section.”

For years, many courts interpreted this to mean that the FCA protections against retaliation applied only when a plaintiff could demonstrate that FCA litigation was a “distinct possibility” or that she had engaged in conduct that “reasonably could lead to a viable FCA action.” The Fraud Enforcement and Recovery Act of 2009 (FERA) amended the FCA to protect whistleblowers from retaliation for “efforts to stop 1 or more violations of [the

FCA],” While the legislative history of FERA clearly indicates that Congress intended the Act’s protections against retaliation to be broadly construed, courts continue to disagree about the scope of what activities constitute protected activity. In the wake of the FERA amendments many courts have recognized the broadened scope of protected activity under the statute. Unfortunately, several courts, apparently relying on pre-amendment precedent, have continued to apply the “distinct possibility” and “viable action” standards that restrict the protections of the statute.

The intersection between cybersecurity and fraud against the federal government is relatively narrow, but growing. There are two categories of false claims under the FCA: a factually false claim and a legally false claim. A factually false claim occurs when a claimant misrepresents what goods or services it has provided to the government. A legally false claim is based on “a false certification theory of liability, of which there are two. Express false certification occurs when a claimant falsely certifies that it is in compliance with regulations that are requirements for payment. Implied false certification occurs when a claimant submits a request for payment without disclosing that the claimant is in violation of a regulation or requirement that affects its eligibility for payment. To qualify as an implied false certification, the claimant must make specific representations about the goods or services in its submission that are rendered misleading by the claimant’s failure to disclose its noncompliance with the regulation or requirement. Critically, the noncompliance must be with a material requirement. With the federal government’s expanding cybersecurity requirements, it is increasingly likely that a cybersecurity whistleblower’s disclosure might implicate this category of fraud.

Companies contracting with the government have become subject to a number of heightened cybersecurity requirements in recent years. A recent change to the Federal Acquisition Regulations (FARs) increased cybersecurity standards for companies pursuing contracts with the government. The summary of the regulation provides that the rule “is just one step in a series of coordinated regulatory actions being taken or planned to strengthen protections of information systems.” Among other things, the rule requires that certain companies seeking government contracts comply with the standards...
set forth in National Institute of Standards and Technology (NIST) Special Publication 800-171, which provides detailed regulations for “Protecting Controlled Unclassified Information in Nonfederal Information Systems and Organizations.” The Department of Defense (DOD) recently implemented a similar rule requiring that DOD contractors adhere to the new NIST SP 800-171 standards. The DOD regulations also significantly increase the scope of information that contractors are responsible for securing; rather than only being responsible for securing information received from the government, contractors will also be responsible for securing information that is “collected, developed, received, used, or stored by or on behalf of the contractor in support of the performance of the contract.”

Because employers seeking contracts with the DOD and other agencies of the federal government are subject to these requirements, their failure to adhere to those standards may give rise to a viable claim under the FCA for express or implied false certification depending on the specific facts of the case. Cybersecurity professionals who speak out against their government-contractor employer’s failure to meet these standards may therefore be entitled to the broadly construed protections against retaliation provided by the FCA.

The following hypothetical demonstrates the kind of report that would be protected by the FCA. A company wins a contract to develop modeling software for the U.S. Census Bureau. Late in the development process, a software engineer learns of a critical flaw rendering the software vulnerable to a data breach. She notifies senior leadership at the company of the flaw and explains to them that resolving the issue will require starting over from scratch, requiring months of work and several million dollars. She explains that doing so is necessary, however, in order to adhere to applicable FARs. Rather than notifying the Census Bureau of the issue and starting over, the company terminates the software engineer and ignores the cybersecurity flaw. Depending on the language of the company’s contract with the Census Bureau, its subsequent invoice may represent a factually false claim; and, its material violation of applicable FARs may represent a legally false claim. As a result, the software engineer’s efforts to stop the company from defrauding the government will be protected under the FCA.

There are also more straightforward examples of cybersecurity issues that would lead to the submission of false claims to the government. Suppose, for example, that a government contractor won a bid to develop encryption software for the Department of Defense. If an employee raised concerns about serious cybersecurity flaws that would render the software so insecure as to render the government unable to use it, she would be escalating concerns about the contractor failing to fulfill the terms of the contract and therefore engaging in protected activity under the FCA.

b) Adverse Action

An employee has suffered an adverse action within the bounds of the FCA anti-retaliation provision when that employee is discharged, demoted, suspended, threatened, harassed, or in any other manner discriminated against in the terms and conditions of employment. Retaliation claims under the FCA are scrutinized under the same test as retaliation claims under Title VII: whether the “adverse action is one that might have dissuaded a reasonable worker from engaging in the protected conduct.” Tangible employment actions, such as termination, demotion, and pay and benefit cuts, qualify as adverse actions under this standard. So too, however, may other adverse actions, such as written warnings, diminished responsibilities, or auditing an employee’s job performance.

c) Procedure

An FCA retaliation plaintiff must bring her claim in federal district court within three years of the date of the retaliation. Unlike FCA qui tam actions, FCA retaliation claims under Section 3730(h) do not require a plaintiff to comply with often onerous filing and procedural requirements, such as filing under seal and submitting a disclosure statement, unless a plaintiff is including a retaliation claim with her qui tam claim. Additionally, if an employee files suit with both a qui tam and retaliation claim, her Section 3730(h) retaliation claim may survive without it.

4. Protections for Nuclear Whistleblowers

The Energy Reorganization Act of 1978 (ERA) protects employees who provide information about or participate in investigations relating to violations of nuclear safety laws and standards. Employees who speak out against cybersecurity vulnerabilities in the nuclear industry may be entitled to the same protections as those who report safety issues.

a) Protected activity

The ERA protects an employee from discrimination because she notified her employer of violations of the ERA, the Atomic Energy Act, or Nuclear Regulatory Commission (NRC) regulations, she refused to engage in such violations, or she otherwise participated in an NRC proceeding. While protected activity has traditionally concerned safety issues such as meltdown risks or nuclear-materials storage, there are NRC regulations relating to cybersecurity. In 2009, NRC issued a nuclear safety standard entitled “Protection of Digital Computer and Communications Systems and Networks.” Under this regulation, NRC licensees “shall provide high assurance that digital computer and communication systems and networks are adequately protected against cyber-attacks.” The regulation and its accompanying regulatory guide provide detailed...
cybersecurity responsibilities to which NRC licensees must adhere. Any employee of an NRC licensee has engaged in protected activity under the ERA’s anti-retaliation provisions if she opposes practices by her employer that she reasonably believed violated these cybersecurity regulations.

b) Adverse Action
The ERA prohibits an employer from discharging any employee or otherwise discriminating against any employee with respect to her compensation, terms, conditions, or privileges of employment because that employee engaged in protected activity under the ERA. To qualify as an adverse action, the complainant must prove that the action significantly changed her employment status, meaning that the employer’s actions were “harmful to the point that they could well have dissuaded a reasonable worker from engaging in protected activity.” Adverse actions thus include not only tangible employment actions, such as terminations, demotions, and pay and benefits cuts, but also non-tangible actions such as blacklisting.

c) Procedure
Employees must file complaints under the ERA with the Department of Labor (DOL) within 180 days of the date the employer made the retaliatory decision and communicated it to the employee. The DOL’s Occupational Safety and Health Administration (OSHA) then has 30 days to investigate and issue written findings as to whether there is reasonable cause to believe that the employer has unlawfully retaliated against the employee. Following OSHA’s written findings, either party has 30 days to request a de novo, on-the-record hearing with an administrative law judge (ALJ). Either party may then appeal the ALJ’s ruling to the DOL’s ARB within 10 days of the ruling. Once the ARB has issued a decision, both parties then have 60 days to appeal the ARB’s ruling to the United States Court of Appeals for the jurisdiction in which either the violation allegedly occurred or the complainant resided on the date of the violation. In addition to these appeal rights, if the DOL has not issued a final decision within one year of the employee’s filing of the complaint, the employee has the right to “kick out” her complaint to an appropriate federal district court.

5. Protections for Federal Government Employees
Given the recent high-profile cyberattacks by foreign powers against the United States, cybersecurity is and will continue to be a serious issue for federal employees. The Whistleblower Protection Act (WPA) and the Whistleblower Protection Enhancement Act (WPEA) work together to provide meaningful protections to cybersecurity whistleblowers within the federal government.

a) Protected activity
As amended by the WPEA, the WPA prohibits adverse personnel actions against employees of the federal government who disclose information based on a reasonable belief about a violation of any law, rule, or regulation; about gross mismanagement, a gross waste of funds, or an abuse of authority; or about a substantial and specific danger to public health or safety. Such a disclosure is not protected, however, if it is prohibited by law or executive order. Due to this relatively broad language, to garner protections under the WPA, a federal employee who raises concerns about cybersecurity likely would not need to point to a particular law or regulation she thinks is being violated. Rather, she need only indicate in her report that the cybersecurity lapse at issue constitutes gross mismanagement, abuse of authority, or a substantial danger to public safety.

Such an argument would be significantly bolstered, however, by pointing to a particular law, regulation, or Executive Order calling on an agency to meet certain cybersecurity standards. For example, in 2013, in Executive Order 13,636, President Obama called on “[a]gencies with responsibility for regulating cybersecurity responsibilities to which NRC licensees must adhere. Any employee of an NRC licensee has engaged in protected activity under the ERA’s anti-retaliation provisions if she opposes practices by her employer that she reasonably believed violated these cybersecurity regulations.

b) Adverse Action
The ERA prohibits an employer from discharging any employee or otherwise discriminating against any employee with respect to her compensation, terms, conditions, or privileges of employment because that employee engaged in protected activity under the ERA. To qualify as an adverse action, the complainant must prove that the action significantly changed her employment status, meaning that the employer’s actions were “harmful to the point that they could well have dissuaded a reasonable worker from engaging in protected activity.” Adverse actions thus include not only tangible employment actions, such as terminations, demotions, and pay and benefits cuts, but also non-tangible actions such as blacklisting.

c) Procedure
Employees must file complaints under the ERA with the Department of Labor (DOL) within 180 days of the date the employer made the retaliatory decision and communicated it to the employee. The DOL’s Occupational Safety and Health Administration (OSHA) then has 30 days to investigate and issue written findings as to whether there is reasonable cause to believe that the employer has unlawfully retaliated against the employee. Following OSHA’s written findings, either party has 30 days to request a de novo, on-the-record hearing with an administrative law judge (ALJ). Either party may then appeal the ALJ’s ruling to the DOL’s ARB within 10 days of the ruling. Once the ARB has issued a decision, both parties then have 60 days to appeal the ARB’s ruling to the United States Court of Appeals for the jurisdiction in which either the violation allegedly occurred or the complainant resided on the date of the violation. In addition to these appeal rights, if the DOL has not issued a final decision within one year of the employee’s filing of the complaint, the employee has the right to “kick out” her complaint to an appropriate federal district court.

5. Protections for Federal Government Employees
Given the recent high-profile cyberattacks by foreign powers against the United States, cybersecurity is and will continue to be a serious issue for federal employees. The Whistleblower Protection Act (WPA) and the Whistleblower Protection Enhancement Act (WPEA) work together to provide meaningful protections to cybersecurity whistleblowers within the federal government.

a) Protected activity
As amended by the WPEA, the WPA prohibits adverse personnel actions against employees of the federal government who disclose information based on a reasonable belief about a violation of any law, rule, or regulation; about gross mismanagement, a gross waste of funds, or an abuse of authority; or about a substantial and specific danger to public health or safety. Such a disclosure is not protected, however, if it is prohibited by law or executive order. Due to this relatively broad language, to garner protections under the WPA, a federal employee who raises concerns about cybersecurity likely would not need to point to a particular law or regulation she thinks is being violated. Rather, she need only indicate in her report that the cybersecurity lapse at issue constitutes gross mismanagement, abuse of authority, or a substantial danger to public safety.

Such an argument would be significantly bolstered, however, by pointing to a particular law, regulation, or Executive Order calling on an agency to meet certain cybersecurity standards. For example, in 2013, in Executive Order 13,636, President Obama called on “[a]gencies with responsibility for regulating cybersecurity responsibilities to which NRC licensees must adhere. Any employee of an NRC licensee has engaged in protected activity under the ERA’s anti-retaliation provisions if she opposes practices by her employer that she reasonably believed violated these cybersecurity regulations.

b) Adverse Action
The ERA prohibits an employer from discharging any employee or otherwise discriminating against any employee with respect to her compensation, terms, conditions, or privileges of employment because that employee engaged in protected activity under the ERA. To qualify as an adverse action, the complainant must prove that the action significantly changed her employment status, meaning that the employer’s actions were “harmful to the point that they could well have dissuaded a reasonable worker from engaging in protected activity.” Adverse actions thus include not only tangible employment actions, such as terminations, demotions, and pay and benefits cuts, but also non-tangible actions such as blacklisting.

c) Procedure
Employees must file complaints under the ERA with the Department of Labor (DOL) within 180 days of the date the employer made the retaliatory decision and communicated it to the employee. The DOL’s Occupational Safety and Health Administration (OSHA) then has 30 days to investigate and issue written findings as to whether there is reasonable cause to believe that the employer has unlawfully retaliated against the employee. Following OSHA’s written findings, either party has 30 days to request a de novo, on-the-record hearing with an administrative law judge (ALJ). Either party may then appeal the ALJ’s ruling to the DOL’s ARB within 10 days of the ruling. Once the ARB has issued a decision, both parties then have 60 days to appeal the ARB’s ruling to the United States Court of Appeals for the jurisdiction in which either the violation allegedly occurred or the complainant resided on the date of the violation. In addition to these appeal rights, if the DOL has not issued a final decision within one year of the employee’s filing of the complaint, the employee has the right to “kick out” her complaint to an appropriate federal district court.

5. Protections for Federal Government Employees
Given the recent high-profile cyberattacks by foreign powers against the United States, cybersecurity is and will continue to be a serious issue for federal employees. The Whistleblower Protection Act (WPA) and the Whistleblower Protection Enhancement Act (WPEA) work together to provide meaningful protections to cybersecurity whistleblowers within the federal government.

a) Protected activity
As amended by the WPEA, the WPA prohibits adverse personnel actions against employees of the federal government who disclose information based on a reasonable belief about a violation of any law, rule, or regulation; about gross mismanagement, a gross waste of funds, or an abuse of authority; or about a substantial and specific danger to public health or safety. Such a disclosure is not protected, however, if it is prohibited by law or executive order. Due to this relatively broad language, to garner protections under the WPA, a federal employee who raises concerns about cybersecurity likely would not need to point to a particular law or regulation she thinks is being violated. Rather, she need only indicate in her report that the cybersecurity lapse at issue constitutes gross mismanagement, abuse of authority, or a substantial danger to public safety.

Such an argument would be significantly bolstered, however, by pointing to a particular law, regulation, or Executive Order calling on an agency to meet certain cybersecurity standards. For example, in 2013, in Executive Order 13,636, President Obama called on “[a]gencies with responsibility for regulating cybersecurity responsibilities to which NRC licensees must adhere. Any employee of an NRC licensee has engaged in protected activity under the ERA’s anti-retaliation provisions if she opposes practices by her employer that she reasonably believed violated these cybersecurity regulations.

b) Adverse Action
The ERA prohibits an employer from discharging any employee or otherwise discriminating against any employee with respect to her compensation, terms, conditions, or privileges of employment because that employee engaged in protected activity under the ERA. To qualify as an adverse action, the complainant must prove that the action significantly changed her employment status, meaning that the employer’s actions were “harmful to the point that they could well have dissuaded a reasonable worker from engaging in protected activity.” Adverse actions thus include not only tangible employment actions, such as terminations, demotions, and pay and benefits cuts, but also non-tangible actions such as blacklisting.
• A performance evaluation under chapter 43 of Title 5;
• A decision concerning pay, benefits, or awards, or concerning education or training if the education or training may reasonably be expected to lead to an appointment, promotion, performance evaluation, or other action described in this subparagraph, including placing an employee in a leave without pay (LWOP) or absent without leave (AWOL) status, a denial of annual leave, or a denial of an opportunity to earn overtime pay;
• A decision to order psychiatric testing or examination; and
• Any other significant change in duties, responsibilities, or working conditions, including retaliatory investigations.148

The WPEA, which was passed after the MSPB report, added “security clearance harassment” as a prohibited personnel action under the WPA, meaning that agencies may no longer retaliate against federal employees by stripping them of their security clearance.149 In 2015, the MSPB held that the creation of a hostile work environment may also constitute a prohibited personnel action under the WPA.150

c) Procedure

A federal whistleblower has four potential avenues to pursue her claims under the WPA. First, the employee may appeal the adverse action directly to the MSPB, which is known as a “Chapter 77” appeal.151 Chapter 77 appeals are available to federal employees who suffer an adverse employment action because of alleged deficiencies in an employee’s conduct152 or performance.153 A whistleblower who brings a Chapter 77 appeal is alleging that an employer took an adverse action against her because of her protected activity, not because of any purported deficient conduct or performance.154

Second, the employee may file a charge with the U.S. Office of Special Counsel (OSC). If the OSC finds the complaint meritorious, it can seek corrective action from the offending federal agency. If the agency fails to take appropriate corrective action, OSC can institute an action with the MSPB on the employee’s behalf.155

Third, the employee may bring an individual right of action (IRA) to the MSPB if the OSC declines to bring one on her behalf. To bring an IRA, the employee must show: (1) she engaged in whistleblowing activity by making a protected disclosure; (2) based on the protected disclosure, the agency took or failed to take a personnel action (or made such a threat); (3) she sought corrective action from OSC; and (4) she exhausted corrective action proceedings before OSC.156 A federal whistleblower has a right to file an IRA beginning 60 days after the OSC closes its investigation of her claims or 120 days after filing her complaint with the OSC.157 An employee files an IRA with one of the MSPB’s field or regional offices which then assigns it to an administrative judge (AJ).158 The whistleblower may then appeal the AJ’s decision to either a three-member Board of the MSPB or to the appropriate U.S. Court of Appeals.159 If the whistleblower elects to appeal to the MSPB, she may then appeal its decision to the appropriate U.S. Court of Appeals.160

Finally, if the employee is a union member, she can pursue a grievance under her union’s negotiated grievance procedures.161 As a result of the 1994 WPA amendments, an aggrieved employee affected by a prohibited personnel action is precluded from choosing more than one of the available avenues of redress.162 In other words, a federal employee may pursue a claim for whistleblower retaliation by pursuing a grievance under the union’s negotiated procedures or by filing a complaint with the OSC or a direct appeal to the MSPB.163 However, if the employee chooses the grievance procedures, she is still entitled to request a review of the final decision by the MSPB, where appropriate.164 Under the All Circuit Review Act,165 signed into law in July 2018, whistleblowers will have the power to appeal MSPB decisions to any U.S. Court of Appeals, which will provide federal employees the ability to seek out appellate courts who have shown a willingness to fairly consider whistleblowers’ retaliation claims.166

6. Protections for Federal Government Contractors

Just as the federal government is a target for cybersecurity attacks, so too are its contractors. The Defense Contractor Whistleblower Protection Act (DCWPA), initially passed in 1986, created anti-retaliation protections for contractors of the Department of Defense (DOD) and the National Aeronautics and Space Administration (NASA).167 The National Defense Authorization Act for Fiscal Year 2013 (NDAA) included a four-year pilot program expanding DCWPA protections to all government contractors.168 Congress passed and President Obama signed a bill making the extended protections permanent on December 14, 2016.169

a) Protected activity

Under the NDAA, an employee of a federal contractor is protected for making disclosures regarding several forms of misconduct by her employer. To be protected by the Act, the employee must disclose information the employee reasonably believes evidences:

gross mismanagement of a Federal contract or grant, a gross waste of Federal funds, an abuse of authority relating to a Federal contract or grant, a substantial and specific danger to public health or safety, or a violation of law, rule, or regulation related to a Federal contract (including the competition for or negotiation of a contract) or grant.170
The disclosure must be made to one or more of the following persons or entities:

(A) A Member of Congress or a representative of a committee of Congress.
(B) An Inspector General.
(C) The Government Accountability Office.
(D) A Federal employee responsible for contract or grant oversight or management at the relevant agency.
(E) An authorized official of the Department of Justice or other law enforcement agency.
(F) A court or grand jury.
(G) A management official or other employee of the contractor, subcontractor, or grantee who has the responsibility to investigate, discover, or address misconduct.\(^{171}\)

Taken together, an employee of a government contractor who reports “a violation of law, rule, or regulation related to a Federal contract” to a “management official” or other “employee . . . who has the responsibility to investigate, discover, or address misconduct” has engaged in protected activity under the NDAA.

In the cybersecurity context, protected activity under the NDAA could take a number of forms, most of which mirror the sorts of protected activity that would form the basis for an FCA claim. As explained in the section on the FCA, a Federal Acquisition Regulation (FAR) rule requires that certain companies seeking government contracts comply with the standards set forth in National Institute of Standards and Technology (NIST) Special Publication 800-171, which provides detailed regulations for “Protecting Controlled Unclassified Information in Nonfederal Information Systems and Organizations.”\(^{172}\) The DOD implemented a similar rule requiring its contractors to adhere to the NIST SP 800-171 standards.\(^{173}\) DOD also significantly increased the scope of information that contractors are responsible for securing; rather than only being responsible for securing information received from the government, contractors will also be responsible for securing information that is “collected, developed, received, used, or stored by or on behalf of the contractor in support of the performance of the contract.”\(^{174}\)

Because employers seeking contracts with the DOD and other federal agencies are subject to these requirements, their failure to adhere to those standards may give rise to a viable claim under the NDAA, provided that the employee could argue that the regulation “relate[s] to” the contract in question. Cybersecurity professionals who speak out against their government-contractor employer’s failure to meet these standards may therefore be entitled to the broad protections against retaliation provided by the NDAA.\(^{175}\) Employees should take care to clarify that they are expressing concerns about the legality of their employer’s actions, since some courts have suggested that mere “expressions of concern” or “differences of opinion” about an employer’s behavior does not constitute protected activity under the Act.\(^{176}\)

b) Adverse Action

Under the NDAA, a federal contractor may not discharge, demote, or otherwise discriminate against an employee for engaging in any of the forms of protected activity described above.\(^{177}\) An employee must show only that her protected activity was a “contributing factor” in the employer’s decision to take an adverse employment action.\(^{178}\)

No courts have articulated the standard for what constitutes an adverse action under NDAA; however, it is likely that a court would apply the Title VII standard given the similarities between the two statutes’ language. Under the Title VII standard, an action is adverse if “it well might have dissuaded a reasonable worker from making or supporting a charge of discrimination.”\(^{179}\) This standard includes not just tangible personnel actions, such as terminations, demotions, and pay or benefits cuts. It also includes harmful actions such as outing a whistleblower,\(^{180}\) blackballing,\(^{181}\) or even a series of smaller actions that, taken together, would dissuade a reasonable worker from participating in the protected activity.\(^{182}\)

c) Procedure

An employee alleging reprisal for protected activity under the law must file a complaint with the Inspector General (IG) of the executive agency involved in the contract at issue.\(^{183}\) The claim must be filed within three years of the date of the alleged adverse action.\(^{184}\) The IG then has 180 days to investigate the allegations and submit a report to the complainant, the respondent contractor, and the head of the relevant agency with whom the private party contracted.\(^{185}\) If the agency denies relief or fails to file an order granting relief within 210 days after the filing of the complaint, the complainant may file a lawsuit based on the complaint in federal district court, without regard to the amount in controversy.\(^{186}\) Either the complainant or the respondent may request a jury trial.\(^{187}\)

B. State Laws Prohibiting Wrongful Termination in Violation of Public Policy

Cybersecurity whistleblowers may also find protection under their state’s wrongful discharge law. In all states except Montana, employment is presumed to be “at-will.”\(^{188}\) Generally, under the at-will employment doctrine, “an employee may be terminated for a good reason, bad reason, or no reason at all,” but exceptions exist that protect employees under specific circumstances.\(^{189}\) A common exception is a law that prohibits terminations that violate “public policy.” Such prohibitions
against wrongful discharges in violation of public policy exist in both statutory and common law form, but courts generally require that the public policy in question be derived from an existing statutory or constitutional provision. Wrongful discharge laws differ as to what conduct qualifies as protected activity. Some require a whistleblower to report misconduct to law enforcement or other governmental body, while others protect internal whistleblowing, and many protect whistleblowers who refuse to engage in criminal activity.

States also differ as to whether a federal law can provide the basis for a state wrongful discharge claim. Over 30 states either have explicitly stated that federal law may provide the source of this public policy or have created broad public policy exceptions which would appear to encompass federal law as the source. However, some states that recognize federal law as a basis for public policy do not allow a state-law claim for wrongful termination if there already exists a federal statute providing whistleblower protections. In other states it remains an open question whether courts would consider the public policy expressed in federal statutes, rules, and regulations to be a source of public policy for purposes of a wrongful discharge claim. Given the heterogeneous development of this area of law, there is little reason to believe this question will be resolved uniformly by the states.

Some state courts have issued decisions in favor of cybersecurity whistleblowers’ ability to pursue claims under state wrongful discharge laws. In 2010, a California appeals court upheld a wrongful termination verdict for a whistleblower who raised concerns about insufficient cybersecurity protections that the employee reasonably believed violated the federal Healthcare Information Portability and Accountability Act (HIPAA). In a 2009 case in New Jersey, a court denied an employer’s motion for summary judgment in a statutory wrongful termination claim based on an employee’s refusal to engage in conduct that could have jeopardized confidential information in violation of a state statute known as the New Jersey Identity Theft Protection Act. Similarly, in a May 2018 decision issued by a federal court in Washington, the court denied the defendant’s motion to dismiss plaintiff’s claim for wrongful discharge in violation of public policy based on plaintiff’s complaints about compliance with applicable payment card industry data security standards (PCI DSS).

Although state wrongful discharge laws protect whistleblowers who have been fired, they do not protect whistleblowers from other adverse actions, such as demotion or harassment. While a work environment may become so intolerable that it permits a whistleblower to quit and allege that she was constructively discharged, the standard for constructive discharge is often very difficult to meet. As a result, whistleblowers without a statute protecting them from retaliation beyond discharge may experience significant and ongoing retaliation with no legal recourse.

This section first discusses the various federal laws that may form the “public policy” upon which a whistleblower may be able to rely. Then it reviews a few of the many laws passed by states in recent years creating cybersecurity requirements in various industries, which may also form the basis for a wrongful termination claim under state law.

1. Federal Law Bases for Public Policy

There are a number of federal laws requiring companies or individuals to take certain steps to protect information with which they have been entrusted. In addition to the securities rules and regulations discussed above in Section II.A, these statutes include the Health Insurance Portability and Accountability Act, the Gramm-Leach-Bliley Act, the Communications Act of 1934, and the Federal Trade Commission Act of 1914. Cybersecurity whistleblowers who complain about their companies’ violations of the requirements included in these statutes or the related regulations issued by their enforcing agencies may have engaged in protected activity if their state law protects whistleblowers who report violations of federal laws and regulations.

a) Health Insurance Portability and Accountability Act

For cybersecurity whistleblowers in the healthcare field, the Health Insurance Portability and Accountability Act (HIPAA) may serve as a basis for protected activity. The U.S. Department of Health and Human Services (HHS) created the Security Rule, which is a set of HIPAA regulations that establishes national standards to protect individuals’ electronic personal health information (e-PHI). The Security Rule requires covered entities—health plans, health care clearinghouses, and any health care provider who transmits health information in electronic form—to maintain a number of safeguards for protecting e-PHI. If an employee who works for a covered entity subject to these regulatory requirements reports violations and her employer fires her, she may have a claim for wrongful discharge.

b) Communications Act of 1934

Cybersecurity whistleblowers who report conduct that violates the Communications Act of 1934 may have a basis for protected activity. The Federal Communications Commission (FCC) has interpreted three sections of the Communications Act to require telecommunications companies to meet adequate data security standards.

First, Section 201(b) of the Communications Act states that “[a]ll charges, practices, classifications, and regulations for and in connection with [interstate or foreign] communication service
Second, Section 222(a) of the Communications Act states that “[e]very telecommunications carrier has a duty to protect the confidentiality of proprietary information of, and relating to, other telecommunications carriers, equipment manufacturers, and customers.”

Finally, Section 222(c)(1) of the Communications Act states that “a telecommunications carrier . . . shall only use, disclose, or permit access to individually identifiable customer proprietary network information in its provision of (A) the telecommunications service from which such information is derived, or (B) services necessary to, or used in, the provision of such telecommunications service.”

The FCC has relied on this authority to take action against companies that fail to adequately protect customer information. In April 2015, the FCC ordered AT&T to pay a $25 million fine to settle claims that multiple data breaches resulted in the leakage of hundreds of thousands of customer records, including social security numbers. Six months before that, the FCC ordered two telecommunications carriers, TerraCom and YourTel, to pay a collective $10 million fine for allegedly storing customers’ personal information in a method that was accessible through a routine online search. Importantly, the FCC demonstrated that it does not require a massive breach to violate the Communications Act. On November 6, 2015, the FCC fined the cable company Cox Communications for failing to adequately protect customer information, even though the leak affected only a few dozen individuals.

As illustrated by the FCC’s enforcement actions, the Communications Act expresses a clear public policy of data security protection related to communication services. If an employee of a telecommunications carrier or contractor blows the whistle on lax data-security standards and is terminated as a result, she may have a strong claim for wrongful discharge under the laws of many states.

c) Gramm-Leach-Bliley Act

The Gramm-Leach-Bliley Act (GLBA) created the Safeguards Rule, which requires financial institutions to take certain steps to ensure the security and confidentiality of consumer data, including names, addresses and phone numbers, bank and credit card account numbers, income and credit histories, and Social Security numbers. The Safeguards Rule applies to companies that provide financial products or services to consumers, including check-cashing businesses, data processors, mortgage brokers, nonbank lenders, personal property or real estate appraisers, and retailers that issue credit cards to consumers. The Safeguards Rule requires financial institutions to:

- Designate the employee or employees to coordinate the safeguards;
- Identify and assess the risks to customer information in each relevant area of the company’s operation, and evaluate the effectiveness of current safeguards for controlling these risks;
- Design a safeguards program, and detail the plans to monitor it;
- Select appropriate service providers and require them (by contract) to implement the safeguards; and
- Evaluate the program and explain adjustments in light of changes to its business arrangements or the results of its security tests.

In states that protect whistleblowers who report violations of federal law, the GLBA provides a clear statement of public policy in favor of financial institutions taking significant steps to protect customer information. A financial institution employee who opposes lax protections of customer information and is subsequently terminated may have a strong wrongful termination claim if state law allows a federal law to serve as a basis of public policy.

d) Federal Trade Commission Act of 1914

Section 5 of the Federal Trade Commission Act of 1914 (FTCA) makes unfair or deceptive acts or practices in commerce unlawful and empowers the Federal Trade Commission (FTC) to prosecute violations. The FTCA defines an “unfair” practice as one that causes or is likely to cause “substantial injury to consumers which is not reasonably avoidable by consumers themselves and not outweighed by countervailing benefits to consumers or to competition.”

The FTC has exercised this authority against companies that fail to adhere to adequate standards for securing consumer data. Courts have upheld the FTC’s interpretation that unreasonable data security practices could violate Section 5 of the FTCA. Specifically, in 2015, the U.S. Court of Appeals for the Third Circuit upheld the FTC’s ability to bring an action against Wyndam Worldwide Corporation for violations of the FTCA based on data-security failures that led to three breaches of sensitive consumer data by hackers in less than two years.

Since then the FTC has successfully resolved a series of actions based on companies’ failure to secure customer data. Based on the FTC’s actions, an employee who reports data breaches or deceptive communications about lax cyber security has a strong argument that her report was protected activity if the state recognizes federal law as a basis for public policy.
2. State Law Bases for Public Policy

Cybersecurity whistleblowers may not need to depend on federal law as a basis for public policy in their wrongful termination claims. States are beginning to pass cybersecurity laws and, given the public concern about cybersecurity, more states are likely to enact such laws in the future. Most common are security-breach notification laws, which exist in some form in almost every state. Many states also have laws that address data-security issues, although currently those primarily focus on governmental actors’ handling of data.

a) Security Breach Notification Laws

Security breach notification laws require entities that have been the subject of a data breach to notify individuals if the breach involved the potential disclosure of personally identifiable information (PII). States define PII differently, but most states define it with terms similar to those used by Arkansas:

“Personal information” means an individual’s first name or first initial and his or her last name in combination with any one (1) or more of the following data elements when either the name or the data element is not encrypted or redacted:

(A) Social security number;
(B) Driver’s license number or Arkansas identification card number;
(C) Account number, credit card number, or debit card number in combination with any required security code, access code, or password that would permit access to an individual’s financial account; and
(D) Medical information.[218]

As of March 2018, all 50 states, as well as the District of Columbia, Guam, Puerto Rico, and the Virgin Islands, have passed some form of security breach notification law. The National Conference of State Legislatures has created a comprehensive directory of these laws with links to the statutes themselves.[219] Thus, employees who are terminated because they have opposed their employer’s failure to promptly notify customers or clients of a data breach involving the disclosure of PII likely have a strong basis for a claim of wrongful termination in violation of public policy provided they are in a state that allows such claims.

b) Other State Cybersecurity Measures

Several states have passed additional measures relating to data security in recent years. For example, in June 2015, Connecticut passed S.B. 949, which imposes requirements on companies that contract with the state government to establish procedures for securing and protecting all confidential information.[220] Likewise, Virginia passed S.B. 1121 in 2015, a slightly more substantial law providing that “the director of every department in the executive branch of state government shall be responsible for securing the electronic data held by his department and shall comply with the requirements of the Commonwealth’s information technology security and risk-management program.”[221] And, in March 2016, Wyoming passed S.F. 38, “requiring agencies to adopt policies for data collection, access, security and use as specified; directing the state chief information officer to develop guidelines for local governments for data collection, access, security and use; providing a definition; requiring a report; and providing for an effective date.”[222] Other states have passed measures that, at least to date, do not create cybersecurity requirements and thus are unlikely to serve as a strong basis of “public policy” for a wrongful termination claim.[223]

REWARDS FOR CYBERSECURITY WHISTLEBLOWERS

While job protection is a crucial component to encourage employees to blow the whistle, some cybersecurity whistleblowers may be entitled to additional rewards. Reward programs administered by the U.S. Securities and Exchange Commission (SEC), the U.S. Commodity Futures Trading Commission (CFTC), and the U.S. Department of Justice (DOJ), may all provide substantial monetary rewards for whistleblowers who are able to supply these agencies with information that leads to a successful enforcement action or settlement.

A. SEC Whistleblower Program

The Dodd-Frank Act created a whistleblower program administered by the SEC which entitles an individual who provides the SEC with original information leading to an enforcement action that results in over $1 million in monetary sanctions to receive an award of 10% to 30% of the amount collected. The SEC launched the program in 2011, and as of March 2019, had paid more than $326 million to 59 whistleblowers.[224]

To qualify for an award under the SEC Whistleblower Program, a whistleblower must “voluntarily provide” the SEC with information concerning a securities violation—i.e., the whistleblower must have provided the information to the SEC.
before receiving a request, inquiry or demand to provide it. The information the whistleblower provides must be “original information,” meaning that it is derived from the whistleblower’s independent knowledge or independent analysis, and must not be already known to the SEC from some other source or exclusively derived from public sources. Whistleblowers are entitled to an award if the information they provide to the SEC leads to an enforcement action that results in more than $1,000,000 in monetary sanctions. SEC whistleblowers may submit a tip anonymously if they submit it through counsel, and the SEC works vigorously to maintain whistleblowers’ anonymity throughout the process.

While not all cybersecurity problems rise to the level of securities violations, the SEC has repeatedly stated that cybersecurity is a priority for the Commission. Depending on the scope of the wrongdoing, any of the violations set forth in Section II.A.1 may form the basis of a successful tip to the SEC. For detailed information about the rules and procedures of the SEC Whistleblower Program, read David Marshall’s SEC Whistleblower Practice Guide.

B. CFTC Whistleblower Program

The Dodd-Frank Act also directed the U.S. Commodity Futures Trading Commission (CFTC) to create a whistleblower program. The rules of the CFTC Program are similar to those of the SEC. An individual who provides the CFTC with original information leading to an enforcement action that results in over $1 million in monetary sanctions is eligible to receive an award of 10% to 30% of the amount collected. Compared to the SEC Whistleblower Program, the CFTC Program is small: the CFTC has issued just ten awards since it began accepting tips in September 2012.225 One of those awards, however, was for over $1 million in monetary sanctions. CFTC whistleblowers may submit a tip anonymously if they submit it through counsel, and the SEC works vigorously to maintain whistleblowers’ anonymity throughout the process.

The intersection between commodities exchange and cybersecurity principally relates to cybersecurity testing and safeguards for the automated systems used by critical infrastructures that the CFTC regulates. The CFTC has adopted rules requiring clear minimum data-security requirements for derivatives clearing organizations,227 swap data repositories,228 and specified designated contract markets.229 Cybersecurity whistleblowers who provide the CFTC with original information about the failure of one of these entities to adhere to these cybersecurity standards, or other cybersecurity rules put in place by the CFTC, may be entitled to an award under the CFTC Whistleblower Program. For detailed information about the rules and procedures of the CFTC Whistleblower Program, read Lisa Banks’ CFTC Whistleblower Practice Guide.

C. Qui Tam Lawsuits under the False Claims Act

The False Claims Act (FCA) authorizes individuals, known as relators, to file civil suits, known as qui tam actions, against persons or entities that defraud the U.S. government. Since its revitalization by an important series of amendments in 1986, the Act has proven tremendously successful, and qui tam actions have led to government recovery of over $42.5 billion.230

Under the FCA, a person who has knowingly submitted a fraudulent claim, knowingly made or used falsified records or statements to gain payment of a fraudulent claim, or conspired to do either is liable to the U.S. government for a civil penalty of between $5,000 and $10,000 per claim, plus three times the amount of damages caused by the person’s acts.231 A “claim” under the FCA is a request or demand for federal money or property, including a request made to a non-governmental recipient who has actual knowledge of the fraudulent information, or be acting in either deliberate ignorance or reckless disregard.232 In most circumstances, a plaintiff must prove an actual false claim for payment from the government was made.234

As discussed more fully in Section II.A.3, it is likely that a qui tam action involving cybersecurity issues would involve violations of the cybersecurity-related requirements set forth in the Federal Acquisition Regulation (FAR), the Defense Federal Acquisition Regulation Supplement (DFARS), or the recently issued Department of Defense (DOD) rule expanding cybersecurity requirements for DOD contractors.235 Such an action would be based on “a false certification” theory of liability, of which there are two.236 Express false certification occurs when a claimant falsely certifies that it is in compliance with regulations that are material requirements for payment.237 Implied false certification occurs when a claimant submits a
request for payment without disclosing that the claimant is in violation of a regulation or requirement that affects its eligibility for payment. The Supreme Court has held that, to qualify as an implied false certification, the claimant must (1) make specific representations about the goods or services that are (2) rendered misleading by the claimant’s failure to disclose its noncompliance with the regulation. This has become known as the “two-part test for falsity.” Since the Court’s decision, courts have wrestled about whether the two-part test is mandatory or merely one way to demonstrate falsity under the statute. Critically, the noncompliance must be with a material requirement under either theory. Materiality does not have a rigid definition in the context of government contracts. In Escobar, the Supreme Court provided a list of materiality pitfalls that attorneys considering filing qui tams should endeavor to avoid. Despite concerns about the effect of the narrow conception of materiality reflected in Escobar, its practical impact has been mixed and lower courts continue to allow FCA claims to move forward based on imperfect evidence of materiality. A prospective whistleblower would be wise to seek legal guidance on whether adherence or failure to adhere to the regulation or requirement at issue likely would be deemed “material.”

In addition to liability under a false certification theory, a whistleblower could bring a qui tam based on allegations that software or hardware the government purchased had a cybersecurity defect so significant that it rendered the product defective. For example, a medical device manufacturer in 2017 recalled over 400,000 devices due to cybersecurity vulnerabilities that were discovered in the devices. Had similar deficiencies been discovered in, for example, an aircraft government contractor manufactured for the Department of Defense, it would have rendered the claims the contractor submitted for payment for the aircraft false.

The procedure for filing a qui tam action has specific requirements and failure to meet them is fatal to a relator’s claim. The relator must file a civil complaint under seal with the appropriate federal court, and then serve a copy of the complaint, along with a written disclosure of substantially all material evidence and information in the relator’s possession, on the U.S. Attorney General and the U.S. Attorney. This procedure allows the government to investigate the relator’s claims without the defendant knowing about the investigation. The government has 60 days to decide whether it will join the case, which is known as the government “intervening.” After 60 days, if the government does not take action, the relator may litigate the case on her own. Because 60 days is a fairly short limitations period, and the government is often reviewing many qui tam suits at any given time, the government may request that the court grant it additional time. These requests are routinely granted to allow the government sufficient time to investigate the whistleblower’s claims. If the government does not intervene in the action and the relator is successful, then the relator must receive between 25% and 30% of the proceeds of the suit or settlement. On the other hand, if the government intervenes, the relator receives between 15% and 25%, depending on the relator’s contribution to the prosecution of the action. Intervention is critical for the success of qui tam actions. Ninety percent of cases in which the government intervened have generated recovery while cases in which the government declined to intervene have failed to generate similar rates of recovery. This favorable success rate in cases of government intervention makes the associated reduction in award palatable for most whistleblowers. If the government chooses to intervene, it will then file a new complaint that automatically becomes the operative complaint as to all claims in which the government has intervened.

THINGS TO THINK ABOUT BEFORE YOU BLOW THE WHISTLE

While there is no way to blow the whistle that will prevent an employer from retaliating, there are steps that whistleblowers can take to ensure that they have as many legal protections as possible if the worst happens.

A. Report a Violation of Law, Not Just Cybersecurity Vulnerabilities

The law protects whistleblowers who report violations of laws or who refuse to engage in unlawful conduct. For cybersecurity whistleblowers, there may not be an obvious link between the cybersecurity vulnerability they are reporting and a legal violation. It is critical, therefore, for a cybersecurity whistleblower to articulate clearly that the issue she is reporting is not simply a cybersecurity vulnerability, but also involves actual or potential violations of law. In doing so, it benefits the whistleblower to be as specific as possible about the potential legal violation. Provided the whistleblower has a reasonable belief that the conduct is unlawful, she should be protected even if she is wrong.

B. Report in Writing to Someone Who Can Address the Problem

The substance of a whistleblower’s report is critical and an employee needs to have proof of exactly what she reported. Employers frequently defend themselves against retaliation claims by arguing that the employee never reported legal violations, but rather simply reported a standard IT problem, complained about a business decision, or merely advocated an alternative approach. By reporting her concern in writing, a
whistleblower will avoid any dispute about the substance of her report. The report should be specific about the facts at issue and why the whistleblower believes the company’s conduct may violate the law. The report should not combine that information with complaints about other topics, such as personnel or personality conflicts. Since the report will become critical evidence if the employer retaliates against the whistleblower, the tone of the report should be professional and not insubordinate.

The report should be made to someone who can address the problem, such as a supervisor or a compliance officer. Reports to co-workers will generally not be sufficient to provide a whistleblower with legal protection. It is important to remember that under some laws, a whistleblower is protected only if she reports the problem externally to law enforcement or other appropriate officials.

C. Be Careful About Taking Documents

Once a whistleblower discovers a problem, she may be tempted to launch a clandestine investigation into company files to uncover the extent of the problem. Such a campaign, however, can backfire and jeopardize the whistleblower’s legal protections. A whistleblower can generally review documents to which she has access in the normal course of business, but if she searches through a document, computer server, or even a filing cabinet that she does not have a right to access, she may be giving the company a non-retaliatory basis for terminating her. Relatedly, if her employer tells her to halt any further investigation or analysis of the matter, the whistleblower generally should comply. While arguments can be made to defend the whistleblower’s further investigation, especially if the whistleblower is considering reporting her concerns to the SEC or filing a qui tam action, the whistleblower will be in the strongest position if she fully complies with the company’s orders.

A whistleblower may also be tempted to retain incriminating company documents if the company discharges the whistleblower after she has blown the whistle. Again, the law governing such conduct is unsettled, so it is best for a whistleblower to consult with a whistleblower attorney about retaining company documents.

D. Seek Legal Representation

Given that there are few laws explicitly regulating cybersecurity and no laws explicitly protecting cybersecurity whistleblowers, it is critical for a whistleblower to seek experienced legal representation as soon as possible. If a whistleblower consults with a knowledgeable attorney prior to blowing the whistle, the attorney can advise the whistleblower on which, if any, whistleblower laws might protect her and what she must do to ensure she qualifies for protection. Specifically, the whistleblower will need to know whether internal reporting is protected, what type of law must be implicated in such a report, and how best to word the report to make clear that the cybersecurity issue involves a covered legal violation.

If an employer retaliates against a whistleblower, it is even more imperative that she immediately seek representation. Some laws, such as SOX, require the whistleblower to take legal action within 180 days of termination (or other retaliatory act). The whistleblower also should not sign a severance agreement prior to discussing her case with a knowledgeable attorney. Such an agreement will almost surely release all claims the whistleblower has against her employer, and depending on the facts of the case, the whistleblower may have a strong claim for more compensation than the employer initially has offered.

E. If Terminated, Diligently Look For New Work

If an employer fires a whistleblower, the whistleblower must start looking for a new job, while at the same time pursuing a remedy for her wrongful termination. The whistleblower who wishes to hold a former employer legally responsible for the economic harm resulting from her termination has a legal obligation to make a good-faith, reasonable effort to secure new employment. That being said, the whistleblower is only required to accept a job that is substantially equivalent to the one she lost. It is critical that the whistleblower keep detailed records of all job search efforts to ensure that the employer cannot viably claim that her efforts were insufficient.

5 Things to Think about Before you Blow the Whistle:

1. Report Legal Violations, Not Just Cybersecurity Vulnerabilities
2. Put it in Writing
3. Don’t Steal Documents
4. Find Legal Representation
5. If Fired, Look for New Work
Alexis Ronickher is a partner with the whistleblower and employment law firm of Katz, Marshall & Banks, LLP, in Washington, D.C. She specializes in representing clients in whistleblower and sexual harassment cases, as well as other employment matters, including civil rights discrimination and retaliation and Title IX violations. Ms. Ronickher has litigated cases nationwide in federal and state courts, as well as in administrative hearings. She represented a hair stylist in a sexual harassment and retaliation trial that resulted in a jury verdict of $2.3 million in favor of her client. In 2018, she represented whistleblowers in a successful *qui tam* lawsuit against a naval husbandry company for fraudulently billing the government that resulted in a $20 million settlement, and in 2014 she represented a whistleblower in a *qui tam* and retaliation lawsuit that resulted in a $10 million settlement. Ms. Ronickher has also represented numerous other employees and whistleblowers in cases that have successfully resolved confidentially prior to or during litigation.

Matthew B. LaGarde is an associate with Katz, Marshall & Banks, LLP. He assisted with the research and preparation of this paper.
RESOURCES

Government Resources
Securities and Exchange Commission: https://www.sec.gov/
Occupational Safety and Health Administration (OSHA): https://www.osha.gov/
Department of Labor – Administrative Review Board: https://www.dol.gov/arb/welcome.html
Federal Communications Commission: https://www.fcc.gov/
Federal Trade Commission: https://www.ftc.gov/

Katz, Marshall & Banks, LLP Resources
Katz, Marshall & Banks, LLP’s website at www.kmblegal.com features detailed information about how employees who have blown the whistle on unlawful conduct can fight back against unlawful retaliation and also earn financial rewards where available. Articles in the website’s Whistleblower Law section explain both the law and practicalities of whistleblowing as they play out in a wide range of industries and professions.

Whistleblower Topics
Qui Tam Lawsuits under the False Claims Act: http://www.kmblegal.com/practice-areas/whistleblower-law/qui-tam-whistleblower-incentives
Sarbanes-Oxley Act: http://www.kmblegal.com/resources/sarbanes-oxley
Financial Industry Whistleblower Information: http://www.kmblegal.com/resources/financial-industry-whistleblower

Practice Guides

Katz, Marshall & Banks, LLP’s website at www.kmblegal.com features detailed information about how employees who have blown the whistle on unlawful conduct can fight back against unlawful retaliation and also earn financial rewards where available. Articles in the website’s Whistleblower Law section explain both the law and practicalities of whistleblowing as they play out in a wide range of industries and professions. Whistleblower topics include the SEC Whistleblower Program, Corporate and Accounting Fraud, Qui Tam Lawsuits under the False Claims Act, IRS Whistleblowers, Compliance Officer Whistleblowers, Consumer Finance Whistleblowing, the Pharmaceutical Industry, Food Safety, the Nuclear Industry, and Consumer Product Safety Whistleblowers, to name just a few. See http://www.kmblegal.com/practice-areas/whistleblower-law/ and http://www.kmblegal.com/practice-areas/sec-whistleblower-law.

The Katz, Marshall & Banks website also hosts an informative Whistleblower Law Blog that can help keep whistleblowers and other conscientious employees up to date on new developments in whistleblower law and related news separate with broader whistleblower news and developments. See http://www.kmblegal.com/blogs.
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111 Difiore v. CSL Behring, U.S., LLC, 171 F. Supp. 3d 383, 394 (E.D. Pa. 2016) (in a False Claims Act case, applying the Burlington Northern standard, court noted “none of these actions, on its own, rises to the level of an adverse employment action. . . . However, viewing these actions in the aggregate, I find that Plaintiff has presented sufficient evidence, albeit barely, that may allow a jury to conclude that the cumulative effect of these actions might have dissuaded a reasonable worker from engaging in protected conduct”).
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As the CFTC explains, “[s]wap data repositories (‘SDRs’) are new entities created by the [Dodd-Frank Act] in order to provide a central facility for swap data reporting and recordkeeping.” U.S. COMMODITY FUTURES TRADING COMM’N, Data Repositories, http://www.cftc.gov/industryoversight/datarerepositories/index.htm (last visited March 15, 2019).


See, e.g., United States v. Brookdale Senior Living Communities, Inc., 892 F.3d 822, 836 (6th Cir. 2018) (finding that delay in physician certification of necessity was material); U.S. ex rel. Campie v. Gilead Scis., Inc., 862 F.3d 890, 906–07 (9th Cir. 2017) (finding it material that defendant had manufactured its drugs at unregistered facilities, resulting in drug impurities, and rejecting defendant’s argument that the issues were not material because the government continued to pay for the medications after it learned of FDA violations); U.S. ex rel. Miller v. Weston Educ., Inc., 840 F.3d 494, 504–05 (8th Cir. 2016) (finding that failure to comply with recordkeeping requirement was material when payment was conditioned on the requirement in three different ways and because “[a] reasonable person would attach importance to a promise to do what is necessary to ensure funds go where they are supposed to go.”).


## APPENDIX A

States Likely to Permit Federal Law to Form Basis for Public Policy Exception.

<table>
<thead>
<tr>
<th>State</th>
<th>Citing Sources</th>
</tr>
</thead>
<tbody>
<tr>
<td>California</td>
<td>Cal. Lab. Code § 1102.5(b); Tameny v. Atlantic Richfield Co., 610 P.2d 1330, 1335 (Cal. 1980);</td>
</tr>
<tr>
<td>Colorado</td>
<td>Rocky Mountain Hosp. &amp; Med. Serv. v. Mariani, 916 P.2d 519, 524–25 (Colo. 1996);</td>
</tr>
<tr>
<td>Delaware</td>
<td>19 Del. Code §§ 1702–1703;</td>
</tr>
<tr>
<td>District of Columbia</td>
<td>D.C. Code § 1-615.52(a)(6); Coleman v. District of Columbia, 828 F. Supp. 2d 87, 96 (D.D.C. 2011);</td>
</tr>
<tr>
<td>Florida</td>
<td>Fla. Stat. §§ 112.3187–112.3195; Fla. Stat. § 448.102;</td>
</tr>
<tr>
<td>Hawaii</td>
<td>Parnar v. Americana Hotels, Inc., 652 P.2d 625, 631 (Haw. 1982);</td>
</tr>
<tr>
<td>Iowa</td>
<td>Hagen v. Siouxland Obstetrics &amp; Gynecology, P.C., 23 F. Supp. 3d 991, 1008 (N.D. Iowa 2014), rev’d and remanded, 799 F.3d 922 (8th Cir. 2015);</td>
</tr>
<tr>
<td>Kansas</td>
<td>Palmer v. Brown, 752 P.2d 685, 689 (Kan. 1988);</td>
</tr>
<tr>
<td>Kentucky</td>
<td>Firestone Textile Co. Div., Firestone Tire &amp; Rubber Co. v. Meadows, 666 S.W.2d 730, 732–33 (Ky. 1983);</td>
</tr>
<tr>
<td>Maine</td>
<td>26 Me. Rev. Stat. §§ 831 et seq.;</td>
</tr>
<tr>
<td>Minnesota</td>
<td>Minn. Stat. §§ 181.931 et seq.;</td>
</tr>
<tr>
<td>Missouri</td>
<td>Fleschner v. Pepose Vision Inst., P.C., 304 S.W.3d 81, 92 (Mo. 2010);</td>
</tr>
<tr>
<td>Montana</td>
<td>Mont. Code §§ 39-2-901 et seq.;</td>
</tr>
<tr>
<td>New Jersey</td>
<td>N.J. Stat. § 34:19-3; Brown v. City of Long Branch, 380 F. App’x 235, 240 (3d Cir. 2010);</td>
</tr>
<tr>
<td>North Dakota</td>
<td>N.D. Cent. Code § 34-01-20;</td>
</tr>
<tr>
<td>Ohio</td>
<td>Ohio Rev. Code § 4113.52(A)(1); Kulch v. Structural Fibers, Inc., 677 N.E.2d 308, 328–29 (Ohio 1997);</td>
</tr>
<tr>
<td>Oregon</td>
<td>Ore. Rev. Stat. § 659A.199;</td>
</tr>
<tr>
<td>Rhode Island</td>
<td>R.I. Gen. L. §§ 28-50-1 et seq.;</td>
</tr>
<tr>
<td>Tennessee</td>
<td>Tenn. Code § 50-1-304; Reynolds v. Ozark Motor Lines, Inc., 887 S.W.2d 822, 824 (Tenn. 1994);</td>
</tr>
<tr>
<td>Utah</td>
<td>Rackley v. Fairview Care Ctrs., Inc., 23 P.3d 1022, 1027 (Utah 2001);</td>
</tr>
<tr>
<td>Washington</td>
<td>Thompson v. St. Regis Paper Co., 685 P.2d 1081, 1090 (Wash. 1984); and</td>
</tr>
</tbody>
</table>